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Abstract. In this paper, we prove various results about PAC learning in the presence of malicious
noise. Our main interest is the sample size behavior of learning algorithms. We prove the first
nontrivial sample complexity lower bound in this model by showing that order of €/A? + d/A (up to
logarithmic factors) examples are necessary for PAC learning any target class of {0, 1}-valued
functions of VC dimension d, where € is the desired accuracy and n = €/(1 + €) — A the malicious
noise rate (it is well known that any nontrivial target class cannot be PAC learned with accuracy € and
malicious noise rate m = €/(1 + €), this irrespective to sample complexity). We also show that this
result cannot be significantly improved in general by presenting efficient learning algorithms for the
class of all subsets of d elements and the class of unions of at most d intervals on the real line. This
is especially interesting as we can also show that the popular minimum disagreement strategy needs
samples of size de/A?, hence is not optimal with respect to sample size. We then discuss the use of
randomized hypotheses. For these the bound €/(1 + €) on the noise rate is no longer true and is
replaced by 2¢/(1 + 2e). In fact, we present a generic algorithm using randomized hypotheses that can
tolerate noise rates slightly larger than €/(1 + €) while using samples of size d/e as in the noise-free
case. Again one observes a quadratic powerlaw (in this case de/A%, A = 2¢/(1 + 2€) — m) as A goes
to zero. We show upper and lower bounds of this order.

Categories and Subject Descriptors: 1.2.6 [Artificial Intelligence]: Learning—concept learning
General Terms: Theory

Additional Key Words and Phrases: Learning with malicious noise, PAC learning

1. Introduction

Any realistic learning algorithm should be able to cope with errors in the training
data. A model of learning in the presence of malicious noise was introduced by
Valiant [1984] as an extension of his basic PAC framework for learning classes of
{0, 1}-valued functions. In this malicious PAC model, each training example
given to the learner is independently replaced, with fixed probability m, by an
adversarially chosen one (which may or may not be consistent with the {0, 1}-
valued target function). In their comprehensive investigation of malicious PAC
learning, Kearns and Li [1993] show that a malicious noise rate n = €/(1 + €) can
make statistically indistinguishable two target functions that differ on a subset of
the domain whose probability measure is at least e. This implies that, with this
noise rate, no learner can generate hypotheses that are e-good in the PAC sense,
irrespective to the sample size (number of training examples) and to the learner’s
computational power. In their work, Kearns and Li also analyze the performance
of the minimum disagreement strategy in presence of malicious noise. They show
that, for a sample of size' d/e (where d is the VC dimension of the target class)
and for a noise rate bounded by any constant fraction of €/(1 + €), the hypothesis
in the target class having the smallest sample error is e-good in the PAC sense.

We begin this paper by studying the behaviour of sample complexity in the
case of deterministic hypotheses and a high malicious noise rate, that is, a
malicious noise rate arbitrarily close to the information-theoretic upper bound
Naet = €/(1 + €). We prove the first nontrivial lower bound in this model
(Theorem 3.4) by showing that at least order of e/A® + d/A examples are needed
to PAC learn, with accuracy € and tolerating a malicious noise rate n = €/(1 +
€) — A, every class of {0, 1}-valued functions of VC dimension d. Our proof
combines, in an original way, techniques from Ehrenfeucht et al. [1989], Kearns
and Li [1993] and Simon [1996a] and uses some new estimates of the tails of the

! All sample size orders in this section are given up to logarithmic factors.



686 N. CESA-BIANCHI ET AL

binomial distribution that may be of independent interest. We then prove that
this lower bound cannot be improved in general. Namely, we show (Theorem
3.10 and Corollary 3.15) that there is an algorithm RMD (for Randomized
Minimum Disagreement) that, for each d, learns both the class €, of all subsets
of d elements and the class $, of unions of at most d intervals on the real line
using a noisy sample whose size is of the same order as the size of our lower
bound. Algorithm RMD makes essential use of the fact that the learning domain is
small. Hence, for the class $, we first discretize the universe in a suitable way.
Then Algorithm RMD uses a majority vote to decide the classification of those
domain points which have a clear majority of one label, and tosses a fair coin to
decide the classification of the remaining points.

We also show a lower bound of order de/A? for the sample size of the popular
strategy of choosing any hypothesis that minimizes disagreements on the sample
(Theorem 3.9). This bound holds for any class of VC dimension d = 3 and for
every noise rate m such that /(1 + €) — n = A = o(e). This implies that, for
high noise rate n and for every target class of VC dimension d large enough,
there are distributions over the target domain where the minimum disagreement
strategy is outperformed by algorithm rRMD. To our knowledge, this is the first
example of a natural PAC learning problem for which choosing any minimum
disagreement hypothesis from a fixed hypothesis class is probably worse, in terms
of sample complexity, than a different learning strategy.

In the second part of the paper, we consider the use of randomized hypotheses
for learning with small sample sizes and high malicious noise rates. An easy
modification of Kearns and Li’s argument (Proposition 4.1) shows that no
learner can output e-good randomized hypotheses with a noise rate larger or
equal to Mg = 2€/(1 + 2€). Given the gap between this bound and the
corresponding bound €/(1 + €) for learners using deterministic hypotheses, we
address the problem whether allowing randomized hypotheses helps in this
setting. In fact, we present an algorithm (Theorem 4.2) that PAC learns any
target class of VC dimension d using randomized hypotheses and d/e training
examples while tolerating any noise rate bounded by a constant fraction of
(7/6)€/(1 + (7/6)€). The algorithm works by finding up to three functions in the
target class that satisfy a certain independence condition defined on the sample.
The value of the final hypothesis on a domain point is then computed by taking a
majority vote over these functions (or by tossing a coin in case only two functions
are found). Our investigation then moves on to consider the case of a noise rate
close to the information-theoretic bound 2¢/(1 + 2¢) for randomized hypotheses.
We show a strategy (Theorem 4.4) for learning the powerset of d elements using
de/A? training examples and tolerating a malicious noise rate of n = 2¢/(1 +
2e) — A, for every A > 0. We also show (Theorem 4.5) that this sample size is
optimal in the sense that every learner using randomized hypotheses needs at
least de/A? training examples for learning any target class of VC dimension d.

2. Definitions and Notation

We recall the definitions of PAC learning and malicious PAC learning of a given
target class 6, where € is a set of {0, 1}-valued functions C, here called concepts,
defined on some common domain X. We call instance every x € X and labeled
instance or example every pair (x,y) € X X {0, 1}. In Valiant’s PAC learning



Sample-Efficient Strategies for Learning in the Presence of Noise 687

model [Valiant 1984], the learning algorithm (or learner) gets as input a sample,
that is, a multiset ((x, C(xy)), ..., (x,,, C(x,,))) of desired size m < «. Each
instance x, in the sample given to the learner must be independently drawn from
the same distribution D on X and labeled according to the same target function
C € %. Both C and D are fixed in advance and unknown to the learner. In
the malicious PAC model, the input sample is corrupted by an adversary using
noise rate n > 0 according to the following protocol. First, a sample ((x;,
C(xy)), ..., (x,,, C(x,,))) of the desired size is generated exactly as in the
noise-free PAC model. Second, before showing the sample to the learner, each
example (x,, C(x,)) is independently marked with fixed probability m. Finally,
the adversary replaces each marked example (x,, C(x,)) in the sample by a pair
(%,, 9,) arbitrarily chosen from X X {0, 1} and then feeds the corrupted sample
to the learner. We call the collection of marked examples the noisy part of the
sample and the collection of unmarked examples the clean part of the sample.
Note that learning in this model is harder than with the definition of malicious
PAC learning given by Kearns and Li [1993]. There, the examples were sequen-
tially ordered in the sample and the adversary’s choice for each marked example
had to be based only on the (possibly marked) examples occurring earlier in the
sample sequence.” We call KL-adversary this weaker type of adversary. We also
consider a third type of malicious adversary, which we call “nonadaptive”.
Whereas the corruption strategy for our malicious adversary is a function from
the set of samples to the set of corrupted samples, the corruption strategy for a
nonadaptive adversary is a function from the set of examples to the set of
corrupted examples. In other words, a nonadaptive adversary must decide, before
seeing the sample, on a fixed rule for replacing each pair (x, C(x)), for x € X,
with a corrupted pair (x', y’). Note that learning with a KL.-adversary is easier
than learning with our malicious adversary, but harder than learning with a
nonadaptive adversary.

To meet the PAC learning criterion, the learner, on the basis of a polynomi-
ally-sized sample (which is corrupted in case of malicious PAC learning), must
output an hypothesis H that with high probability is a close approximation of the
target C. Formally, an algorithm A is said to PAC learn a target class € using
hypothesis class ¥ if, for all distributions D on X, for all targets C € €, and for
all 1 = ¢, 6 > 0, given as input a sample of size m, A outputs an hypothesis H €
¥ such that its error probability, D(H # C), is strictly smaller than e with
probability at least 1 — & with respect to the sample random draw, where m =
m(e, 8) is some polynomial in 1/e and In(1/8). We call € the accuracy parameter
and 6 the confidence parameter. We use H # C to denote {x: H(x) # C(x)}. A
hypothesis H is called e-good (with respect to a distribution D) if it satisfies the
condition D(H # C) < e; otherwise, it is called e-bad. Similarly, an algorithm A
is said to learn a target class 6 using hypothesis class ¥ in the malicious PAC
model with noise rate 1 if 4 learns € in the PAC model when the input sample is
corrupted by any adversary using noise rate 7. Motivated by the fact (shown in
Kearns and Li [1993] and mentioned in the introduction) that a noise rate n =
€/(1 + €) forbids PAC learning with accuracy €, we allow the sample size m to
depend polynomially also on 1/A, where A = €/(1 + €) — 7.

2 All the results from Kearns and Li [1993] we mention here hold in our harder noise model as well.
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We will occasionally use randomized learning algorithms that have a sequence
of tosses of a fair coin as additional input source. In this case the definition of
PAC learning given above is modified so that D(C # H) < e must hold with
probability at least 1 — & also with respect to the algorithm’s randomization.
Finally, we will also use randomized hypotheses or coin rules. A coin rule is any
function F: X — [0, 1] where F(x) is interpreted as the probability that the
Boolean hypothesis defined by the coin rule takes value 1 on x. Coin rules are
formally equivalent to p-concepts, whose learnability has been investigated by
Kearns and Schapire [1994]. However, here we focus on a completely different
problem, that is, the malicious PAC learning of Boolean functions using p-
concepts as hypotheses. If a learner uses coin rules as hypotheses, then the PAC
learning criterion D(C # H) < €, where H is the learner’s hypothesis, is
replaced by E,_p|F(x) — C(x)| < €, where F is the coin rule output by a
learner and E,_, denotes expectation with respect to the distribution D on X.
Note that |F(x) — C(x)] is the probability of misclassifying x using coin rule F.
Thus, E,_p|F(x) — C(x)|, which we call the error probability of F, is the
probability of misclassifying a randomly drawn instance using coin rule F.
Furthermore, since Proposition 4.1 in Section 4 shows that every noise rate larger
or equal to 2¢/(1 + 2¢) prevents PAC learning with accuracy € using randomized
hypotheses, we allow the sample size of algorithms outputting randomized
hypotheses to depend polynomially on 1/A, where A = 2¢/(1 + 2¢€) — 1.

In addition to the usual asymptotical notations, let O( f) be the order obtained
from O(f) by dropping polylogarithmic factors.

3. Malicious Noise and Deterministic Hypotheses

This section presents three basic results concerning the sample size needed for
PAC learning in the presence of malicious noise. Theorems 3.4 and 3.7 establish
the general lower bound Q(e/A? + d/A) that holds for any learning algorithm.
In Subsection 3.3, we show that this bound cannot be significantly improved.
Finally, Theorem 3.9 presents the stronger lower bound Q(de/A?) that holds for
the minimum disagreement strategy.

We make use of the following definitions and facts from probability theory. Let
Sn, be the random variable that counts the number of successes in N indepen-
dent trials, each trial with probability p of success. A real number s is called
median of a random variable S if Pr{S = s} = 1/2 and Pr{S = s} = 1/2.

Fact 3.1. [JOGDEO AND SAMUELS 1968].  Forall 0 =p =< 1 and all N = 1, the
median of Sy , is either [INpUor INpU Thus,

[NOR

1
Pr[ Snp = UVpD] = 2andPr{ Snp= ENpD] =
Facr 3.2. If0O<p <1landq =1 — p, then for all N = 37/(pq),

1
Pr[ Sy, = INpU+ LyNpq — ID} > 19 (D)
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1

Pry Sy, = [NpO— [0yNpg — 10J >E. 2)

ProoF. The proof is in the Appendix. [

There are, in probability theory, various results that can be used to prove
propositions of the form of Fact 3.2. A general but powerful tool is the
Berry-Esseen theorem [Chow and Teicher 1988, Theorem 1, page 304] on the
rate of convergence of the central limit theorem. This gives a lower bound on the
left-hand side of (1) and (2) that is worse by approximately a factor of 2 than the
bound 1/19 proven in Fact 3.2. More specialized results on the tails of the
Binomial distribution were proven by Bahadur [1960], Bahadur and Ranga-Rao
[1960], and Littlewood [1969]. We derive (1) and (2) by direct manipulation of
the bound in Bahadur [1960], which is in a form suitable for our purposes.

Fact 3.3.  Forevery 0 < B < a = 1, for every random variable S € [0, N] with
ES = aN, it holds that Pr{S = BN} > (a — B)/(1 — B).

Proor. It follows by setting z = Pr{S = BN} and solving the following for

aN = ES = E[S|S <BN](1 —z) + E[S|S=BN]z<BN(1 —z) + Nz. [

3.1. A GENERAL LOWER BOUND ON THE SAMPLE SizE. Two {0, 1}-valued
functions C,, and C; are called disjoint if there exists no x € X such that
Co(x) = Cy(x) = 1. A target class 6 is called trivial if any two targets C, C; €
€ are cither identical or disjoint. Kearns and Li [1993] have shown that
nontrivial target classes cannot be PAC learned with accuracy e if the malicious
noise rate m is larger or equal than €/(1 + €). The proof is based on the statistical
indistinguishability of two targets C, and C, that differ on some domain point x
which has probability €, but coincide on all other points with nonzero probability.
The malicious nonadaptive adversary will present x with the false label with
probability ng., := €/(1 + €). Hence, x appears with the true label with
probability (1 — mge)€e. As (1 — Mg )€ = Myer there is no chance to distinguish
between C, and C,.

Our first lower bound is based on a similar reasoning: For n < m4.,, the targets
Cy and C; can be distinguished, but as n approaches ny, the discrimination task
becomes arbitrarily hard. This idea is made precise in the proof of the following
result.

THEOREM 3.4.  For every nontrivial target class 6, for every 0 < e < 1,0 < § =
1/38, and 0 < A = o(e€), the sample size needed for PAC learning € with accuracy e,
confidence &, and tolerating malicious noise rate = €/(1 + €) — A, is greater than

9 —

n(l—m) Q( n )

37A% A?

PrOOF. For each nontrivial target class 6, there exist two points xy, x; € X
and two targets C,, C; such that Cy(x,) = C; (xg) = 1, Cy(xy) = 0, and
C,(xy) = 1. Let the distribution D be such that D(x,) = 1 — e and D(x;) = e.
We will use a malicious adversary that corrupts examples with probability 7. Let
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A be a (possibly randomized) learning algorithm for € that uses sample size m =
m(e, 8, A). For the purpose of contradiction, assume that 4 PAC learns €
against the (nonadaptive) adversary that flips a fair coin to select target C €
{Cy, C,} and then returns a corrupted sample S’ of size m whose examples in
the noisy part are all equal to (x;, 1 — C(x;)).

Let p,(m) be Pr{H # C}, where H is the hypothesis generated by 4 on input
S'. Since H(x;) # C(x,) implies that H is not an e-good hypothesis, we have
that p,(m) = & = 1/38 must hold. For the above malicious adversary, the
probability that an example shows x; with the wrong label is . The probability to
see x; with the true label is a bit higher, namely (1 — n)e = n + A + €A. Let B
be the Bayes strategy that outputs C; if the example (x;, 1) occurs more often in
the sample than (x,, 0), and C,, otherwise. It is easy to show that B minimizes
the probability to output the wrong hypothesis. Thus, pz(m) =< p_,(m) for all m.
We now show that m = 9q(1 — 7)/(37A%) implies pz(m) > 1/38. For this
purpose, define events BAD,(m) and BAD,(m) over runs of B that use sample
size m as follows. BAD,(m) is the event that at least ({n + A)mO+ 1 examples
are corrupted, BAD,(m) is the event that the true label of x; is shown at most
Hm + A)mOtimes. Clearly, BAD,(m) implies that the false label of x; is shown
at least {n + A)mUO+ 1 times. Thus, BAD,(m) and BAD,(m) together imply
that the hypothesis returned by B is wrong. Based on the following two claims,
we will show that whenever m is too small, Pr{BAD,(m) /\ BAD,(m)} > 1/38.

Cramm 3.5.  Forall m = 1, Pr{BAD,(m)|BAD(m)} = 1/2.

ProOOF (OF THE CLAIM). Given BAD,(m), there are less than (1 — n —
A)m uncorrupted examples. Each uncorrupted example shows the true label of
x, with probability e. In the average, the true label is shown less than (1 — 1 —
Mem = (1 — ng)em = mgem = (n + A)m times. The claim now follows
from Fact 3.1. [J

CLaM 3.6.  If37/(n(1 — m)) = m = In(1 — m)/(37A%), then Pr{BAD,(m)} >
1/19.

PROOF (OF THE CLAIM). Let S, , denote the number of corrupted examples.
Fact 3.2 implies that for all m = 37/(n(1 — n)),

1

R
Pry S,,, = OnmO+ Oymn(1 — - 10 > —.
m nU+ Oymn(1 —n) 19

The claim follows if
_—
O+ Oymn(1 —n) — 10> Gym + AmO+ 1.
This condition is implied by

mn+ ymn(l—m)—1=nm + Am + 3,

which, in turn, is implied by

1 1
E\em”’?(l_”’?)_123 and E\‘mn(l—n)—lem.
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The latter two conditions easily follow from the lower and the upper bound on m
specified in the statement of the claim. [

From these two claims, we obtain that, for 37/(n(1 — 7)) = m = 9n(1 —
m)/37A?, it holds that pz(m) > 1/38. Note that A = €/K (for a sufficiently large
constant K) implies that the specified range for m contains at least one integer,
that is, the implication is not vacuous. As the Bayes strategy B is optimal, it
cannot be worse than a strategy which ignores sample points, thus the error
probability pgz(m) does not increase with m. We may therefore drop the
condition m = 37/(n(1 — m)). This completes the proof.

The proof of our next lower bound combines the technique from Ehrenfeucht
et al. [1989] for showing the lower bound on the sample size in the noise-free
PAC learning model with the argument of statistical indistinguishability. Here,
the indistinguishability is used to force with probability 1/2 a mistake on a point
x, for which D(x) = n/(1 — 7). To ensure that, with probability greater than §,
the learner outputs an hypothesis with error at least €, we use ¢ other points that
are observed very rarely in the sample. This entails that the learning algorithm
must essentially perform a random guess on half of them.

THEOREM 3.7.  For any target class € with VC dimension d = 3, and for every
0<e=1/8,0< 8 =1/12,and every 0 < A < €/(1 + €), the sample size needed for
PAC learning € with accuracy €, confidence §, and tolerating malicious noise rate
n = €/(1 + €) — A, is greater than

d—2 d
——=0|—|.
32A(1 + €) A
Note that for A = €/(1 + €), that is, n = 0, this reduces to the known lower
bound on the sample size for noise-free PAC learning.

ProOF. Lett = d — 2 and let X, = {xy, x4, ..., X,, X,.;} be a set of
points shattered by €. We may assume without loss of generality, that € is the
powerset of X,. We define distribution D as follows:

D(xg)=1— — —8<e— 1 )
I-m

8(e — (n/(1 —m)))

D(xy) = =D(x) =

D(xi) = ——
L=m

(Note that e = 1/8 implies that D(x,) = 0.) We will use a nonadaptive adversary
that, with probability m, corrupts each example by replacing it with x,,, labeled
incorrectly. Therefore, x,,; is shown incorrectly labeled with probability n and
correctly labeled with probability (1 — m)D(x,,;) = m. Thus, true and false
labels for x,,, are statistically indistinguishable. We will call x,, ..., x, rare
points in the sequel. Note that when n approaches ng., the probability to select a
rare point approaches 0. Let A be a (possibly randomized) learning algorithm for
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¢ using sample size m = m(e, 8, A). Consider the adversary that flips a fair
coin to select target C € % and then returns a corrupted sample (of size m)
whose examples in the noisy part are all equal to (x,,, 1 — C(x,,)).

Let e, be the random variable denoting the error Pr{H # C} of A’s
hypothesis H. Then, by pigeonhole principle,

Pr{ie, = €} > 112 (3)

implies the existence of a concept C, € € such that the probability that 4 does
not output an e-good hypothesis for C, is greater than 1/12 = §. Let us assume
for the purpose of contradiction that m = ¢/(32A(1 + €)). It then suffices to
show that (3) holds.

Towards this end, we will define events BAD,, BAD,, and BAD, over runs of
A that use sample size m, whose conjunction has probability greater than 1/12
and implies (3). BAD, is the event that at least #/2 rare points are not returned
as examples by the adversary. In what follows, we call unseen the rare points that
are not returned by the adversary. Given BAD, let BAD, be the event that the
hypothesis H classifies incorrectly at least #/8 points among the set of #/2 unseen
points with lowest indices. Finally, let BAD; be the event that hypothesis H
classifies x, ., incorrectly. It is easy to see that BAD, /\ BAD, /\ BAD5 implies
(3), because the total probability of misclassification adds up to

t 8(e—(n/(1—m)) m
—. + = e
8 t 1—n

We finally have to discuss the probabilities of the 3 events. Only noise-free
examples potentially show one of the rare points. The probability that this
happens is

8(6 - J’) (1—m) = 8(e(1 — m) — m) = 8A(L + e).
-

Since m = t/(32A(1 + €)), the examples returned by the adversary contain at
most /4 rare point in the average. It follows from Markov inequality that the
probability that these examples contain more than #/2 rare points is smaller than
1/2. Thus, Pr{BAD;} > 1/2. For each unseen point, there is a chance of 1/2 of
misclassification. Thus, Pr{BAD, | BAD,} is the probability that a fair coin
flipped t/2 times shows heads at least #/8 times. Fact 3.3 applied with a = 1/2,
and B = 1/4, implies that this probability is greater than 1/3. Note that events
BAD, and BAD, do not break the symmetry between the two possible labels for
X,,; (although they change the probability that sample point x,, ; is drawn at all).
As the Boolean labels of x, , ; are statistically indistinguishable, we get Pr{BAD,
| BAD,, BAD,} = Pr{BAD;} = 1/2. Thus,

Pr{BAD, \ BAD,/\ BADs} = Pt{BAD,} - Pt{BAD,|BAD,} - Pr{BAD;}
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which completes the proof. [J

Combining Theorems 3.4 and 3.7, we have:

COROLLARY 3.8.  For any nontrivial target class € with, and for every 0 < € =
1/8, 0 < m = 1/38, and for every 0 < A < €/(1 + €), the sample size needed for PAC
learning 6 with accuracy €, confidence 8, and tolerating malicious noise rate n =
€/(1 + €) — A, is greater than

d n d €
Ql—+—=| =0 —+ —=|.
A A2 A A?
Even though the lower bound Q(n/A* + d/A) holds for the nonadaptive
adversary, in Subsection 3.3 we show a matching upper bound (ignoring logarith-

mic factors) that holds for the (stronger) malicious adversary.
The lower bound proven in Theorem 3.4 has been recently improved to

Q(n In 1)

A? 8

by Gentile and Helmbold [1998], who introduced an elegant information-
theoretic approach avoiding the analysis of the Bayes risk associated with the
learning problem. It is not clear whether their approach can be applied to obtain
also the other lower bound term, Q(d/A), that we prove in Theorem 3.7.

The next result is a lower bound on the sample size needed by the minimum
disagreement strategy (called MDs henceafter.)

3.2. A LOWER BOUND ON THE SAMPLE SIZE FOR MDS.  Given any sample S’ of
corrupted training examples, MDS outputs a hypothesis H € € with the fewest
disagreements on S'.

THEOREM 3.9.  For any target class € with VC dimension d = 3, every 0 < € =
1/38, 0 < 6 = 1/74, and every 0 < A = o(e), the sample size needed by the
Minimum Disagreement strategy for learning € with accuracy € confidence 8, and
tolerating malicious noise rate 1 = €/(1 + €) — A, is greater than

41 —m)(1 —e)dd — 1)/38L& B (de)

37(1 + €)*A? A?

PrOOF. The proof uses d shattered points, where d — 1 of them (the rare
points) have a relatively small probability. The total probability of all rare points
is ce for some constant c¢. Let pu be the mean and o the standard deviation for the
number of true labels of a rare point within the (corrupted) training sample. If
the rare points were shown u times, the malicious adversary would have no
chance to fool MDS. However, if the sample size m is too small, the standard
deviation o for the number of true labels of a rare point x gets very big. Hence,
with constant probability, the number of true labels of a rare point is smaller
than (roughly) u — o. If this happens, we call x a hidden point. It follows that
there is also a constant probability that a constant fraction of the rare points are
hidden. This gives the malicious adversary the chance to present more false than
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true labels for each hidden point. We now make these ideas precise. Our proof
needs the following technical assumption:

370d — 1)/380
m = .
e(1—¢€)(1—-m)

This condition can be forced by invoking the general lower bound Q(d/A) from
Theorem 3.7 for A = €/K and a sufficiently large constant K.
For the purpose of contradiction, we now assume that

Q)

41 —m)(1 —e)dd — 1)/38Lk
m =
37(1 + €)A?

®)

Let BAD, be the event that at least (ym[] examples are corrupted by the
malicious adversary. According to Fact 3.1, BAD, has probability at least 1/2. Let
t =d — 1 and let X, = {xy, ..., x,} be a set of points shattered by €.
Distribution D is defined by

D(xp) =1-— zB%Dle, D(x))=---=D(x) = Bf—gule.

Points x,, ..., x, are called rare. Consider a fixed rare point x;. Each example
shows x; with its true label with probability

p= B%Dleu —m) = B%Dl(n +A(1 + €)).

Let T; denote the number of examples that present the true label of x;. Call x;

hidden if
T, = pmO- Ojmp(1 —p) — 10

Inequality (4) implies that m = 37/(p(1 — p)). Thus, according to Fact 3.2, x; is
hidden with probability greater than 1/19. Using the fact that

Pr{x; is hidden} = Pr{x, is hidden |BAD }Pr{BAD}
+ Pr{x; is hidden |- BAD }(1 — Pr{BAD})
and
Pr{x, is hidden |BAD,} = Pr{x; is hidden |~ BAD,},

it follows that
1
Pr{x; is hidden |[BAD,} = Pr{x; is hidden} > 9

Given BAD, let T be the (conditional) random variable which counts the
number of hidden points. The expectation of T is greater than #/19. According to
Fact 3.3 (with « = 1/19 and B = 1/38), the probability that at least #/38 rare
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points are hidden is greater than 1/37. Thus with probability greater than & =
1/74, there are (at least) hym Ocorrupted examples and (at least) [2/38 hidden
points. This is assumed in the sequel.

The total probability of (/38 Jhidden points (measured by D) is exactly [2/380
[#/380° ! € = e. It suffices therefore to show that there are enough corrupted
examples to present each of the [1/380hidden points with more false than true
labels. The total number of true labels for [4/380hidden points can be bounded
from above as follows:

1} @m0 0l =9 =1 = am s+ am 1]

B B%D me(l —m)(1 —¢) .
8 (2/380

The number of false labels that the adversary can use is greater than mm — 1
and should exceed the number of true labels by at least [2/38 The adversary can
therefore force an e-bad hypothesis of MDs if

me(l —m)(1—e€)

t t
—1=nm + + + — -
nmm —1=xmm+ A(l + €)m 3%D BTSD\/ 3/3800 1

or equivalently if

B%D\/me(l ;/Z;(S ) Al +Om+ 3Bf—8D+ 1. (6)

We will develop a sufficient condition which is easier to handle. The right-hand
side of (6) contains the three terms z; = 3[&/380 z, = 1, z3 = A(1 + e)m.
Splitting the left-hand side Z of (6) in three parts, we obtain the sufficient
condition Z/2 = z,, Z/6 = z,, Z/3 = z;, which reads (after some algebraic
simplifications) in expanded form as follows:

\/me(l — (1 — ¢

=6

4/380

Eﬁﬂ me(l—n)(l—e)_126
8 (/380

t me(l —n)(1 — €)
BTSD\/ Sasn =3+ am

An easy computation shows that these three conditions are implied by (4) and
(5). This completes the proof. [

It is an open question whether a similar lower bound can be proven for the
KL-adversary, or even the weaker nonadaptive adversary.
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3.3. LEARNING THE POWERSET AND K-INTERVALS WITH DETERMINISTIC HY-
POTHESES. Let €, be the class of all subsets over k points and let $, be the
class of unions of at most k intervals on the unit interval [0, 1]. The Vapnik—
Chervonenkis dimension of $, is 2k. In this subsection, we show that the lower
bound proven in Subsection 3.1 cannot be improved in general. That is, we show
that for each d = 1, the class €, of all subsets over d points and the class $,,
k = d/2, can be PAC learned with accuracy € > 0 and malicious noise rate n <
€/(1 + €) using a sample of size O(n/A% + d/A), where A = €/(1 + €) — .

According to Subsection 3.2, strategy MDS is not optimal for PAC learning
powersets in the presence of malicious noise. Instead, we use a modification of
MDS, called RMD-POW, which uses a majority vote on the sample (like MDS) to
decide the labels of some of the domain points and tosses a fair coin to decide
the labels of the remaining ones. The heart of RMD-POW is the subroutine that
splits the domain into two appropriate subgroups.

It turns out that the result for k-intervals can be derived as a corollary to the
result for powersets if the latter result is proven in a slightly generalized form.
Instead of considering 6, and an arbitrary distribution D on {1, ..., d}, we
consider €5, N = d, and a restricted subclass of distributions, where the
restriction will become vacuous in the special case that N = d. Thus, although
the result is distribution-specific in general, it implies a distribution-independent
result for 6,.

The restriction which proves useful later can be formalized as follows. Given
parameters d, A and a distribution D on X, = {1, ..., N}, we call point i €
Xy light if D(i) < A/(3d), and heavy otherwise. We say that D is a legal
distribution on X, if it induces at most d light points. The main use of this
definition is that even a hypothesis that is incorrect on all light points is only
charged by less than A/3 (plus its total error on heavy points, of course). Note
furthermore that the existence of a legal distribution on X, implies that N =
d + 3d/A, and every distribution is legal it N = d.

The rest of this subsection is structured as follows: We first prove a general
result for powerset €,, N = d, and legal distributions with the obvious corollary
for powerset €, and arbitrary distributions. Afterwards, we present a general
framework of partitioning the domain X of a concept class into so-called bins in
such a way that labels can be assigned binwise without much damage. A bin B C
X is called homogeneous with respect to target concept C if C assigns the same
label to all points in B. Otherwise, B is called heterogeneous. If there are at most
d heterogeneous bins of total probability at most A/3, we may apply the
subroutine for €, (working well for legal domain distributions), where heteroge-
neous bins play the role of light points and homogeneous bins the role of heavy
(or another kind of unproblematic) points. From these general considerations,
we derive the learnability result for k-intervals by showing that (for this specific
concept class) an appropriate partition of the domain can be efficiently com-
puted from a given sample with high probability of success.

THEOREM 3.10.  There exists a randomized algorithm, RMD-POW, which achieves
the following. For every N =d = 1 and every 1 = €, 6, A > 0, RMD-POW PAC learns
the class €, under legal distributions with accuracy € confidence 8, tolerating
malicious noise rate 1 = €/(1 + €) — A, and using a sample of size O(e/A* + d/A).
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Input: Parameters a, L,n. Domain size d, accuracy ¢, confidence 4.

—Get sample (i1,91),- .-, (im,Ym) of size m = O(¢/A? + d/A).
—TFor each point 1 € Xy = {1,...,N}.
(1) If iis in strong majority or belongs to a sparse band, then let H(7) be the most
frequent label with which 7 appears in the sample;
(2) else, let H(i) be a random label.
—Output the hypothesis H.

Fic. 1. Pseudo-code for the randomized algorithm RMD-POW (see Theorem 3.10).

PrOOF. Given parameters A, d and N = d + 3d/A, a learning algorithm has
to deliver a good approximation to an unknown subset C of domain X, =
{1, ..., N} with high probability of success. Let D denote the unknown domain
distribution, and p; = D(i) fori = 1, ..., N. It is assumed that D induces at
most d light points, that is;

A
Liighe = [l EXy:pi < 3(1]
contains at most d elements. Clearly, the total error (of any hypothesis) on light
points is bounded by D(/}ign) < A/3. It is therefore sufficient to deliver, with
probability at least 1 — & of success, a hypothesis whose total error on

A
Iheavy: [l EXNZPi = 361]
is bounded by € — A/3. In the sequel, we describe the algorithm RMD-POW and
show that it achieves this goal. RMD-POW is parameterized by three parameters «,
L, n. We denote the logarithm to base § by logg and assume that «, L, n are
initialized as follows:

53 -1 7)

Q
Il

6d(1 + a)’e

L= Bogm TD (8)
n= Bso 1n<45L>D )

An informal description of RMD-POW is given below. Its pseudo-code may be
found in Figure 1. Algorithm RMD-POW can deliver any subset of X, as
hypothesis, and can therefore decide the label of each point in X independently.
This is done as follows. Based on the sample, the domain is divided into two
main groups. The label of each point i in the first group is decided by taking a
majority vote on the occurrences of (i, 0) and (i, 1) in the sample. The labels of
the points in the second group are instead chosen in a random way.

To bound the total error of the hypothesis chosen by the algorithm, we divide
each of the two above groups into subgroups, and then separately bound the
contributions of each subgroup to the total error. Within each such subgroup, we
approximately bound the total probability of the domain points for which the
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algorithm chooses the wrong label by the total frequency of corrupted examples
of points in the subgroup. Since, for a large enough sample, the sample frequency
of corrupted examples is very close to the actual noise rate n, and since the noise
rate is bounded away from the desired accuracy €, we can show that the total
probability of the points labeled incorrectly, summed over all subgroups, is at
most the desired accuracy e.

Given a sample (iy, ¥1), - .., (i;y, ¥,n) drawn from the set {1, ..., N} X
{0, 1}, let vy, and v, ; be the frequencies with which each point i € {1, ...,
N} appears in the sample with label respectively 0 and 1. For each i, we define
¢; = min{v,;, v, ,;} and u; = max{v,;, v, ;}. We say that a domain point 7 is in
strong majority (with respect to the sample and to parameter « defined in (7)) if
u; > (1 + a){;, and is in weak majority otherwise. We divide some of the points
into L bands, where L is the parameter defined in (8). A point i is in band &, for
k=1,...,L,ifiisin weak majority and (1 + a) *e < ¢, = (1 + a)! e
We further divide the bands into sparse bands, containing less than n elements,
and dense bands, containing at least n elements, where n is the parameter
defined in (9). Let I, Iparser @and Igenee be the sets of all domain points
respectively in strong majority, sparse bands and dense bands. For fixed choice of
input parameters, we denote RMD-POW’s hypothesis by H.

For simplicity, for each point i we will write ¢; and f; to denote, respectively,
v and vy _c(;, ;- That is, #; and f; are the sample frequencies of, respectively,

C(i), i . . . . .
clean and corrupted examples associated with each point i. We define

fmaj= Zfiafsparsez E fiafdensez E fl

i€ maj i€lsparse i€ldense

First, we upper bound in probability the sum f,,,; + fiparse + fdense- L€t 7 be the
frequency of corrupted examples in the sample. By using (25) from Lemma A.1
with p = m and A = A/(3m), we find that

A A
fmaj+fsparse+fdensesnﬁS 1+ — ”1:”’14‘* (10)
37 3

holds with probability at least 1 — /4 whenever the sample size is at least

(5 )ef3) ol

Second, we lower bound in probability the sample frequency ¢; of uncorrupted
examples for each i € Iy.,,,. Note that the probability that a point i appears
uncorrupted in the sample is at least (1 — m)p,. Also, [I,,..,y] = N, as there are
at most N points. By using (23) from Lemma A.1 with p = A/(3d) and A =
a/(1 + «), we find that

1—m o
tizl—{—api: 1—m (1—n)p, forallielhcavy (11)

holds with probability at least 1 — /4 whenever the sample size is at least

6(1+a)d 4N _[d
———In—=0
(1 —maA )

A
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Thus, there is a sample size with order O(n/A? + d/A) of magnitude, such that
(10) and (11) simultaneously hold with probability at least 1 — &/2. At this point
recall that N linearly depends on d.

Let Iyrong = {i € Ipeayy: C(i) # H(i)}. Remember that D(/,,) = A/3 and
that it suffices to bound in probability D(I,,,n,) + A/3 from above by e. Claim
3.14 shows that, if (10) and (11) hold, then all heavy points are in the set /,,,; U
Isparse U Idense‘ ThllS,

D(Iwrong) = D(Iwrong N Imaj) + D(]wrong N Isparse) + D(Iwrong N Idense)- (12)

Now, Claims 3.11-3.13 show how the three terms in the right-hand side of (12)
can be simultaneously bounded. In the rest of this subsection, we prove Claims
3.11-3.14. We start by bounding the error made by H on heavy points i € I,,;.

CLAmM 3.11. STRONG MasoriTy. If (11) holds, then

fmaj

D(Iwrong N Imaj) = .
IL-m

PrROOF.  Recall that, for each i € I, H(i) # C(i) if and only if t; = ¢,.
Hence, if (11) holds, we find that for every i € Iy,ong N gy (1 — m)p; = (1 +
a); = (1 + a)t; = (1 + /(1 + a)u; = fio As Zieq, ar,fi = fmaj the

i wrong M maj
proof is concluded. [

We now bound the error occurring in the sparse bands by proving the
following:

CrLamM 3.12. SPARSE BANDS.  Let the sample size be at least

In—=0|—

6(1 + a)el’n?® 4d €
A? B A?

Then (10) and (11) together imply that D(1,,,,e N Lpare) = foparse/ (1 — m) +
A/(3 - (1 — m)) holds with probability at least 1 — 8/4 with respect to the sample
random draw.

Proor. Recall that there are L bands and each sparse band contains at most
n elements. We first prove that

A
ti=z(1—-m)p; — iln for all i € Iyong N Lgparse (13)

holds in probability. To show this, we use (23) from Lemma A.1 to write the

following

Pr{S, =(p — M)m} = Pr[Sm = (1 — A)mp]
p

Nm Nm
= exp( —2> = exp( o ) , (14)
P P
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where the last inequality holds for all p’ = p by monotonicity. Now assume (10)
and (11) both hold and choose i such that p; > (1 + «)e/(1 — m). Theni €
Lheavy and t; = €. As f) < e by (10), i & I,one- Hence, (10) and (11) imply that
p; = (1 + a)e/(1 — m) holds for all i € I, We then apply (14) to eachi €
Lyiong N Lsparse- Settingp = (1 — m)p;, p" = (1 + a)e = p, and A = A/(3Ln)
we find that (13) holds with probability at least 1 — &/4 whenever the sample size
is at least

TR
A? "%

18(1 + a)eL*n* 4d €
A?)

Finally, from (13) we get that

t, A
l)(Iwrongm Isparse) = z (1 — + (1 B n)3Ln)

Fyrong N Isparse

fi A fsparse A
+ = + :
-m 31-m 1-7m 3(1-mn)

= 3

Iwrong n Iapzlrsc
This concludes the proof. [J
We move on to bounding the error made on points in dense bands.

Cramm 3.13. DENSE Banps.  If (11) holds, then

fdense
L=m

D(Iwrong N Idense) =

holds with probability at least 1 — 8/4 with respect to the algorithm randomization.

Proor. Foreachk =1, ..., L, let I, be the set of all heavy points in the
kth band. Furthermore, let t* = max{t;: i € I, N Lyrongt and k.= min{f:
i € I N Iyongt- Since all points in I, are in weak majority and by definition of
bands, we have that X, = (1 + «)?f%,, holds for each k = 1, ..., L.
Furthermore, using (11), p; = (1 + a)t;/(1 — m), for each j € I;. As for each
dense band |I,] = n = 50In(4L/8), using (24) from Lemma A.l we can

guarantee that I, N I .. = (3/5)[I;] holds simultaneously for all bands k =

1, ..., L with probability at least 1 — 6/4. Combining everything we get
1+«
> pi= 1 >t
Te0 wrong M LN ong
1+« 3’1 T
= . Fnax
1-95°
(1+ a)’ 3|I 7
== .
1 — n 5 k1/ min
(1+ a)’
= .

3
oy s
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By choosing a = (5/3)' — 1 so that (3/5)(1 + «)® = 1, we get

_ fdcnsc

fi
D(Idensemlwrong) = z E P,‘i EZ
k TN Iwrong k Ik I-m 1-n

concluding the proof. [

Cramv 3.14.  If (10) and (11) hold, then Iygy, C Ly U I

= ‘maj sparse U Idense'

PrROOF. We have to show that each heavy point i in weak majority belongs to
a band, or equivalently,

(1+a)te<t;=¢€ forall i € e\ -

If (10) holds, then ¢; = f; = n + (A/3) < e for each point i. Also, if (11) holds,
then, for each i € Iy,¢,,\/

maj’

u; t; 11— (I -mA
> piZ .
a)? 3d(1 + a)?

=

= = =
l1+a 1+a (1+

i

Using the definition of L and the fact that n < 1/2, we can conclude the proof of
the claim as follows:

_ 2 A (1 - T))A
1+ o LE < (1 + a)log1+u(6d(1+a) E/A)€ = < .
6d(1 + a)? 3d(1 + a)?

Putting (10), (11) and the preceding claims together, we find that, with
probability at least 1 — §, a hypothesis H is delivered such that

A
D{l H(l) * C(l)} < D(Iwrong) + g

fmaj + fsparse + fdense + A/3 A
= +

1—m 3

This concludes the proof. [J

We want to use the algorithm for powerset €, and legal distributions as a
subroutine to learn other concept classes. For this purpose, we need the
following observations concerning the proof of Theorem 3.10:
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—The total error on heavy points is bounded above (in probability) by (fheavy +
A/3)/(1 = m), where fc,,, denotes the sample frequency of corrupted
examples associated with heavy points.

—The required sample size does not change its order of magnitude if heavy
points i were only “heavy up to a constant”, that is D(i) = A/(kd) for some
fixed but arbitrary constant k£ = 3.

Imagine that the learning algorithm gets, as auxiliary information in addition to
the corrupted sample, a partition of the domain X into bins By, ..., By such
that the following holds:

—D(B;) = A/(3d) for each heterogeneous bin B,;. Here d denotes the VC
dimension of the target class and D the domain distribution.

—There are at most d heterogeneous bins.
—Each homogeneous bin B; satisfies at least one of the following properties:

—Almost Heavy Bin. D(B;) = A/(144d).
—~Unprofitable Bin. f; = D(B;), where f; denotes the sample frequency of
corrupted examples associated with sample points hitting B,.

—Nice Bin. The corrupted sample shows the true label of B; with a strong
majority over the wrong label.

It should be clear from the proof of Theroem 3.10 that, given a sufficiently
large corrupted sample and the auxiliary information, RMD-POW can be success-
fully applied with heterogeneous bins in the role of light points and almost heavy
homogeneous bins in the role of heavy points. For nice bins, RMD-POW will find
the correct label. On unprofitable bins, RMD-POW might fail, but this does not
hurt because the adversary’s “investment” was too large. These considerations
lead to the following:

COROLLARY 3.15. There exists a randomized algorithm, RMD-KINV, which
achieves the following. For every k = 1 and every 1 = €, §, A > 0, RMD-kINV PAC
learns the class %, with accuracy €, confidence 8, tolerating malicious noise rate m =
e/(1 + €) — A, and using a sample of size O(e/A* + d/A) with d = 2k.

PrOOF. Note that concept class $; has VC dimension d = 2k. According to
the preceding discussion, it suffices to show that an appropriate partition of [0, 1]
into bins can be computed with probability at least 1 — 8/2 of success, using a
(corrupted) sample of size 2m = O(e/A* + d/A).

The bin partition is computed from the given corrupted sample S in two stages.
Stage 1 uses the first m sample points (subsample S;) and Stage 2 the last m
sample points (subsample S,).

Stage 1.  Each pointi € [0, 1] occuring in S, with a relative frequency of at
least A/(24d) is put into a separate point-bin. Let By, ..., By denote the
resulting sequence of point-bins. The points in subdomain X, := [0, 1|\B,
U --- U By,) are called empirically light.

Stage 2. In order to put the points from X, into bins, a sorted list S, (in
increasing order), containing all points from X, occuring at least once in §,, is
processed from left to right. We keep track of a variable f which is initialized to
zero and sums up the subsample frequencies (with respect to S,) of the points
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from S that are already processed. As soon as f reaches threshold A/(24d), we
complete the next bin and reset f to zero. For instance, if f reaches this threshold
for the first time when z,; € S is currently processed, we create bin [0, z,], reset
f to zero, and proceed with the successor of z; in §5. When f reaches the
threshold for the second time when z, € S is currently processed, bin (z4, z,] is
created, and so on. The last bin B}y, has endpoint z,, = 1 (belonging to By, iff
1 is empirically light).?

Note that the bin partition does only depend on the instances within S and not
on their labels. (Clearly, the labels are used when we apply procedure RMD-POW
as a subroutine in order to determine the bin labels.)

If sample size 2m is appropriately chosen from O(e/A* + d/A), the following
holds with probability at least 1 — 6/2 of success:

Condition 1. 7% = n + A/3 < 1/2, where 7 = max{%,, 1,} and 7, denotes
the fraction of corrupted examples within subsample S;.

Condition 2. D(i) < A/(6d) for all empirically light points i.
Condition 3. For every bin B created in Stage 2 we have D(B) < A/(3d).

For Condition 1, we can argue as in the proof of Theorem 3.10.

Loosely speaking, Condition 2 follows because the adversary cannot make
points appearing substantially lighter than they actually are. A more formal
argument is as follows. The class of singletons over domain [0, 1] has VC
dimension 1. Assume D(i) = A/(6d). An easy application of Lemma A.2 shows
(in probability) that i occurs in the uncorrupted subsample for Stage 1 (whose
corruption yields §;) more than A/(12d) times. Since 9); < 1/2, it occurs in the
corrupted subsample S§; more than A/(24d) times. This implies that each
empirically light point has probability less than A/(6d).

Condition 3 can be seen as follows: The class of intervals over subdomain X,
has VC dimension 2. Consider a bin B]’- created in Stage 2. Let B}’ = B]’-\{zj}.

Note that the relative frequency of hitting B with points from §, is smaller
than A/(24d). Applying the same kind of reasoning as for empirically light points
in Stage 1, it follows (in probability) that D(B}) < A/(6d). If z; belongs to B
(which is always the case unless perhaps j = N, and z; = 1), then z; is
empirically light. Applying Condition 2, we get D(B}) < A/(3d).

We conclude the proof by showing that these three conditions imply that the
bin partition has the required properties. Clearly, all point-bins are homoge-
neous. Since the at most k intervals of the target concept have at most d = 2k
endpoints, at most d of the bins created in Stage 2 are heterogeneous. Thus,
there are at most d heterogeneous bins altogether, and each of them has
probability at most A/(3d). Each point-bin is hit by S, with a relative frequency
of at least A/(24d). Similarly, each bin created in Stage 2 is hit by S, with a
relative frequency of at least A/(24d). Since |S,| = |S,| = m, each homoge-
neous bin is hit by S with a relative frequency of at least A/(48d). Let B be a
homogeneous bin. Remember that we consider B as almost heavy if D(B) =
A/(144d). Assume B is not almost heavy. If the sample frequency of corrupted
examples hitting B is at least A/(144d), then B is unprofitable. Assume this is

3 If variable f is below its threshold when endpoint 1 is reached, the last bin must formally be treated
like a heterogeneous bin. For the sake of simplicity, we ignore this complication in the sequel.
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not the case. But then S presents the true label of B with a relative frequency of
at least A/(48d) — A/(144d) = A/(24d), twice as often as the wrong label. It
follows that B is a nice bin. This concludes the proof of the corollary. [J

For class $,, we used a bin class of constant VC dimension with at most d
heterogeneous bins. We state without proof that a partition using a bin class of
VC dimension d,; and at most d, heterogeneous bins leads to an application of
algorithm RMD-POW requiring an additional term of order O(d,d,/A) in the
sample size. As long as d,d, = O(d), the sample size has the same order of
magnitude as in Corollary 3.15.

4. Malicious Noise and Randomized Hypotheses

In this section, we investigate the power of randomized hypotheses for malicious
PAC learning. We start by observing that an easy modification of Kearns and Li
[1993, Theorem 1] yields the following result. (Recall that a target class is
nontrivial if it contains two functions C and C' and there exist two distinct points
x, x" € X such that C(x) = C'(x) = 1 and C(x') # C'(x")).

ProPoOSITION 4.1.  For all nontrivial target classes € and all € < 1/2, no
algorithm can learn € with accuracy € even using randomized hypotheses, and
tolerating malicious noise rate 1 = 2¢/(1 + 2e).

Let Muund = Mrana(€) = 2€/(1 + 2€) (we omit the dependence on e when it is
clear from the context.) As the corresponding information-theoretic bound
Nget = €/(1 + €) for learners using deterministic hypotheses is strictly smaller
than m,,,4, one might ask whether this gap is real, that is, whether randomized
hypotheses really help in this setting. In Subsection 4.1, we give a positive answer
to this question by showing a general strategy that, using randomized hypotheses,
learns any target class € tolerating any malicious noise rate m bounded by a
constant fraction of (7/6)e/(1 + (7/6)€) and using sample size O(d/€), where d is
the VC dimension of €. Note that (7/6)e/(1 + (7/6)€) > mg4., Whereas no learner
using deterministic hypotheses can tolerate a malicious noise rate m = my.,, even
allowing an infinite sample. Furthermore, the sample size used by our strategy is
actually independent of m and is of the same order as the one needed in the
noise-free case. Finally, in Subsection 4.2 we show an algorithm for learning the
powerset of d points, for every d = 1, with malicious noise rates arbitrarily close
to Nrand-

The problem of finding a general strategy for learning an arbitrary concept
class with randomized hypotheses and malicious noise rate arbitrarily close to
2¢/(1 + 2¢€) remains open.

4.1. A GENERAL UPPER BOUND FOR Low NOISE RATES. We show the
following result.

THEOREM 4.2.  For every target class € with VC dimension d, every 0 < €, § =
1, and every fixed constant 0 = ¢ < 7/6, a sample size of order d/e (ignoring
logarithmic factors) is necessary and sufficient for PAC learning € using randomized
hypotheses, with accuracy € confidence &, and tolerating malicious noise rate n =
ce/(1 + ce).
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Input: Target class C, sample S. Accuracy and confidence

7/6)e . .
parameters €, 6, upper bound 1 < 1—(_*_(/—7%3; on true malicious noise.
7/6) —
Initialization: Let v = l)_c’ where ¢ = .
(7/6) + ¢ (1~-me

Phase 1.

(1) Remove from C all concepts H such that err(H) > (1 + 7)1
Let K be the set of remaining concepts.
(2) If K is empty, then output a default hypothesis.
Phase 2.

(1) If there exists an independent set {F, G, H} C K, then output the majority vote
of F, G, and H.

(2) Otherwise, pick a maximal independent set U of size 1 or 2.
U = {H}, then output H. If Y = {G, H}, then output the coin rule %(G + H).

Fi1G. 2. A description of the randomized algorithm SIH used in the proof of Theorem 4.2.

This, combined with Theorems 3.4 and 3.7 shows that, if the noise rate is about
Nger then a sample size of order d/A + €/A? is only needed if the final
hypothesis has to be deterministic.

The idea behind the proof of Theorem 4.2 is the following: A sample size
O(d/€) is too small to reliably discriminate the target (or other e-good concepts)
from e-bad concepts. (Actually, the adversary can make e-bad hypotheses
perform better on the sample than the target C.) It is, however, possible to work
in two phases as follows. Phase 1 removes some concepts from €. It is
guaranteed that all concept with an error rate “significantly larger” than e are
removed, and that the target C is not removed. Phase 2 reliably checks whether
two concepts are independent in the sense that they have a “small” joint error
probability (the probability to produce a wrong prediction on the same randomly
drawn example). Obviously, the majority vote of three pairwise independent
hypotheses has error probability at most 3 times the “small” joint error probabil-
ity of two independent concepts. If there is no independent set of size 3, there
must be a maximal independent set U of size 2 (or 1). We will show that each
maximal independent set contains a concept with error probability significantly
smaller than e. It turns out that, if either U = {G} or U = {G, H}, then either
G or the coin rule 1/2(G + H), respectively, is e-good. The resulting algorithm,
siH (which stands for Search Independent Hypotheses), is described in Figure 2.

PrOOF (OF THEOREM 4.2).  The lower bound is obvious because it holds for
the noise-free case [Ehrenfeucht et al. 1989]. For the upper bound, we begin with
the following preliminary considerations. Let X be the domain of target class 6,
D any distribution on X, and C € 4 be the target. Given a hypothesis H € 6,
E(H) = {x: H(x) # C(x)} denotes its error set, and err(H) = D(E(H)) its
error probability. The joint error probability of two hypotheses G, H € %€ is given
by err(G, H) = D(E(G) N E(H)). Our proof will be based on the fact that
(joint) error probabilities can be accurately empirically estimated. Let S be the
sample. We denote the relative frequency of mistakes of H on the whole sample

S by err(H). The partition of S into a clean and a noisy part leads to the
decomposition érr(H) = err‘(H) + err*(H), where upper indices ¢ and n refer to
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the clean and the noisy part of the sample, respectively. Note that term err®(H) is an
empirical estimation of err(H), whereas err”(H) is under control of the adversary.

The terms err(G, H), err’(G, H), and err*(G, H) are defined analogously.

Let y, A > 0 denote two fixed constants to be determined by the analysis and
let 7) denote the empirical noise rate. A standard application of the Chernoff-
Hoeffding bound (23) and Lemma A.2 shows that, for a suitable choice of m =
O(d/€), the following conditions are simultaneously satisfied with probability
1 -6

Condition 1. 7 = (1 + y)n.

Condition 2. 1If H € 6 satisfies err(H) = Ae, then
err‘(H) = (1 — y)(1 — m)err(H).

Condition 3. 1f G, H € 6 satisfy err(G, H) = Ae, then

err’(G, H) = (1 — y)(1 — n)err(G, H).

We just mention that for proving Conditions 2 and 3 we use the fact that the VC
dimensions of the classes of the error sets and the joint error sets are both O(d).
We now describe the learning algorithm siH illustrated in Figure 2.
In Phase 1, all concepts H € 6 satisfying err(H) > (1 + y)n are removed. Let
H ={H € %: err(H) = (1 + y)n} denote the set of remaining concepts. Note
that err(C) = 4. Applying Condition 1, it follows that target C belongs to .

Applying Condition 2 with constant A = ¢(1 + vy)/(1 — v), it follows that all
concepts H € J{ satisfy:

(I+vy)m
1-y1-n

We are now in position to formalize the notion of independence, which is central
for Phase 2 of siH. Let us introduce another parameter o whose value will also be
determined by the analysis. We say that G, H € ¥ are independent if

err(G, H) = (a + y)n. A subset U C ¥ is called independent if its hypotheses
are pairwise independent.

err(H) = (15)

Cramm.  If en“(H) = (1 — a)n, then H and C are independent.

To prove the claim note that, since C is the target, err(H, C) =< err"(H). The
definition of 9 and the decomposition of err into err® and err” imply that

err(H) = err(H) —er*(H) = (1 + y)n — (1 — a)n = (a + y)7,
proving the claim.

From Claim and Condition 2 applied with A = ¢(1 — «)/(1 — y) we obtain
the following facts:
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Fact 1. If

(I —a)n

H=z—
) = -

then H and target C are independent.

Fact 2. Each maximal independent set U C ¥ contains at least one hypothe-
sis whose error is smaller than (1 — «)n/((1 — y)(1 — m)). In particular, if U =
{H}, then

(I —a)n
1-y1-m

It W = {G, H}, then one among the two quantities err(G) and err(H) is
smaller than or equal to (1 — a)n/((1 — y)(1 — m)).

err(H) =

We now move on to the description of Phase 2 (see Figure 2). Note that Phase
2 of siH either terminates with a deterministic hypothesis, or terminates with the
coin rule 1/2(G + H). The following case analysis will show that the final
hypothesis output by SIH is e-good unless it is the default hypothesis.

Let us first consider the case that the final hypothesis is the majority vote
MAIJg  y of three independent hypothesis F, G, and H (Step 1 in Phase 2).
Then an error occurs exactly on those instances x that are wrongly predicted by
at least two hypotheses of F, G, H, that is

err(MAJ; g ) = err(F, G) + err(F, H) + err(G, H).
By definition of independence, we know that
err‘(X, Y) =err(X, Y) = (a + y)n
for each pair (X, Y) of distinct hypothesis in {F, G, H}. Then, observing that

ce = n/(1 — m) and applying Condition 3 to each such pair with A < c(a +
v)/(1 — v), we get that

3(a+ y)n
1-y1-m

If the final hypothesis is the coin rule 1/2(G + H) (from Step 2 in Phase 2), we
may apply (15) and Fact 2 to bound the error probability as follows:

errf(MAJg g ) = (16)

1 1
err(2 (G + H)) = 5 (err(G) + err(H))

1(( (1—-a)m . (1+ y)n an

< :
2\ =y =-m (A-v01-m)
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Initialization
Input: A sample (z1,01),.--, (Tm,lm), T; € {1,...,d}, L € {0,1}.
¥or i:=1,...,d Compute

_Milzi=4 4 = 0}

po(i) : -
R(3) = (p1(i))?

~ (po(i))? + (p1(9))?

Prediction
Input: Some i € {1,...,d}
Output: Label 1 with probability (i) and label 0 with probability 1 — A(2).

Fic. 3. Pseudo-code for Algorithm so-RULE. In the initialization phase some parameters are
computed from the sample. These are then used in the working phase to make randomized
predictions.

If the final hypothesis is H (from Step 2), then

(1 —a)n
(1=vy1-m)

by Fact 2. This error bound is smaller than the bound (17). We now have to find
choices for the parameters «, 7y, A such that (16) and (17) are both upper
bounded by e and the previously stated conditions

err(H) <

c(1+r) N c(l — a) N cla+ )
) I ) I ¢ Y

on A hold. Equating bounds (16) and (17) and solving for « gives a = 2/7 — 5/77.
Substituting this into (16), setting the resulting formula to e and solving for y
yields y = ((7/6) — ¢)/((7/6) + c). (Observe that the choice of n = ce/(1 +
(ce) implies the equation /(1 — m) = ce.) This in turn leads to the choice a =
3 (¢c — (1/2))/(c + (7/6)). According to these settings, one can finally choose
A=1/3. O

REMARK 4.3.  The result of Theorem 4.2 gives rise to a challenging combinato-
rial problem: Given a target class, find 3 independent hypotheses, or alternatively, a
maximal independent set of less than 3 hypotheses. This replaces the “consistent
hypothesis” paradigm of noise-free PAC learning and the “minimizing disagreement”
paradigm of agnostic learning. There are examples of concept classes such that, for
certain samples, one can find three or more independent hypotheses.

4.2 AN ALMOST OPTIMAL COIN RULE FOR THE POWERSET. In this subsection,
we introduce and analyze a simple algorithm called Square Rule (sQ-RULE) for
learning with coin rules the powerset €, of d elements in presence of a malicious
noise rate arbitrarily close to m,,,q and using almost optimal sample size. (See
also Figure 3.) Algorithm sQ-RULE works as follows: Let H(p, q) = q*/(p* +
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0 0.2 0.4 0.6 0.8 1

D

FIG. 4. Curve of the coin rule H(p, q) = ¢*/(p? + ¢*) (thin) and of the return to investment ratio
H(p, q) - p/q (thick); the curves are scaled top + g = 1.

g?). For a given sample S, let po(x) and p,(x), respectively, denote the relative
frequency of (x, 0) and (x, 1). On input S, SQ-RULE outputs the coin rule*
F(x) = H(po(x), pr(x)) = p1(x)(po(x)* + py(x)?). We now show a
derivation of the coin rule F. Consider a single point x and let p, = p,(x) and
P1 = p1(x). Now, if the true label of x is 0, we say that the “empirical return” of
the adversary is p,. Likewise, the adversary’s “investment” for the false label 1 is
P1. Also, as F incorrectly classifies x with probability H(p, p;), the “empirical
return to investment ratio”, which we denote by p, is H(py, P1) * Po/Pi-
Similarly, if the true label of x is 1, then p is (1 — H(py, P1)) * P1/Po- The
function F that minimizes p over all choices of p, and p; is found by letting
H(po, p1) * PolP1 = (1 — H(po, P1)) * P1)) * P1/Po and solving for H to obtain
H(po, p1) = p1/(p5 + p1). (A plot of the functions H and p is shown in Figure
4. In the same figure we also plot the return to investment ratio, showing that the
best strategy for the adversary is to balance the labels whence this ratio becomes
1/2.) Note that, as our final goal is to bound the quantity E, _,|F(x) — C(x)|, we
should actually choose F so to minimize the expected return to investment ratio,
that is, the ratio [H(pg, p1) — C(x)| - D(x)/p;_c(r)- However, as we will show
in a moment, an estimate of the unknown quantity D(x) will suffice for our
purposes.

THEOREM 4.4.  For every d = 1 and every 0 < €, 6, A =< 1, algorithm SQ-RULE
learns the class 6, with accuracy € confidence 6, tolerating malicious noise rate n =
2¢/(1 + 2€) — A, and using a sample of size O(de/A?).

ProOOF. We start the proof with the following preliminary considerations. Let
X = {1, ..., d}, let D be any distribution on X, and let C be the target
function. Let #(x) = (1 — m)D(x), that is, #(x) denotes the probability that x is
presented by the adversary with the true label C(x). Fix a sample S. The relative
frequency of (x, C(x)) in S is denoted by #(x). We assume without loss of
generality, that the adversary does never present an instance with its true label in

4 The function H was also used by Kearns et al. [1994] in connection with agnostic learning.
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noisy trials. (The performance of the coin rule F gets better in this case.) We
denote the relative frequency of (x, 1 — C(x)) in S by f(x). The relative
frequency of noisy trials in S is denoted by 4. Clearly, 4 = =,y f(x). Applying
Lemmas A.1 and A.2, it is not hard to show that there exists a sample size m =
O(de/A?) such that with probability 1 — & the sample S satisfies the following
conditions:

A
ﬁsn—’_za (18)
Vx EX: . t ) 19
x € .t(x)_mét(x)—T, (19)
. A
VM CX: Yt(x)=16e > > t(x)= > t(x) ~3 (20)
XEM xEM XEM

To prove (18), we apply (25) with p’ = n and A = A/(2m). To prove (19), we
apply (23) with p = A/(24d) and A = 1/2. Finally, to prove (20), we use (23) to

find that
A ANm Am
PriS,=|(1—-—|mp=sexp| ——| =exp| — |
p 2p 2p

where the last inequality holds for all p’ = p by monotonicity. Setting A = A/8
and p’ = 16e€ concludes the proof of (20). These three conditions are assumed to
hold in the sequel. An instance x is called light if t(x) < A/(24d), and heavy
otherwise. Note that n < m,,,q = 2/3 (recall that 1,4 = 2¢/(1 + 2¢).) Thus,
D(x) < A/(8d) for all light points. The total contribution of light points to the
error probability of the coin rule F is therefore less than A/8. The following
analysis focuses on heavy points; note that for these points the implication in (19)
is valid. We will show that the total error probability on heavy points is bounded
by € — A/S.

It will be instructive to consider the error probability on x of our coin rule F as
the return of the adversary at x (denoted by RETURN(x) henceforth) and the
quantity f(x), defined above, as its investment at x. Our goal is to show that the
total return of the adversary is smaller than € — A/8, given that its total
investment is 4. The function R(p, ¢) = pq/(p> + q*) plays a central role in the
analysis of the relation between return and investment. (A plot of this function is
shown in Figure 4.) Function R attains its maximal value 1/2 for p = q. For g =
pl/4 or p = g/4, the maximal value is 4/17, see also Figure 5. Before bounding the
total return, we will analyze the term RETURN(x).

If C(x) = 0, then

p1(x)*- D(x)

F(x) = pi(x), i(x) = po(x), RETURN(x) = F(x) - D(x) = — .
Po(x) +p1(x)
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FIG. 5. Plot of the return curve R(p, q) = (pq)/(p> + ¢?) and of the constant function c(p, q) =
4/17, forp, ¢ € [0, 1], p + q¢ = 1.

If C(x) = 1, then

A 2‘D
fU)=ﬁdﬂ,ﬂw=ﬁdm,m3mmuﬁ=(1—FuD-DW)=¥Eg;‘;i%-
Po(x) +p1(x)

Note that in both cases f(x) - {(x) = po(x) * p,(x) and RETURN(x) = f(x)? -
D(x)/(po(x)* + pi(x)?). Setting &(x) = t(x) — i(x), we obtain D(x) =
t(x)/(1 — m) = (i(x) + &(x))/(1 — m). For the sake of simplicity, we will use
the abbreviations

Do =Dpo(x), p1=pi(x), f:f(x), i = f(x), & = a(x).

With these abbreviations, 7 + f = p, * p, is valid and the term RETURN(x) can be
written as follows:

Poite 1 (i

PRApd-(1—m) 1-m\pd+p

RETURN(xX) =

R(pop)-f_ T
(1-m)  2(1-m)°

Furthermore, as either f = p, or f = p,,

@ - f? @

(p5 +pH(1 — 1) 1—n'
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If f < #/4, we bound the last term in (21) using (19) and get
a-f _-n-p_ - (pop)-f
(B3 +pD (P +pD @§+ﬁ9 (Ps + pY)
Hence, using (21) and R(pg, p;) = 4/17 < 1/4 for f < i/4, we finally get
2R(ﬁo,ﬁ1)’f< f
- 2(1 = m)

= R(ﬁo aﬁl) f

RETURN(xX) <

Piecing the above together, we obtain

A

if f=1i/4,
RETURN(x) = m +31 (1 —-m) (22)

0 otherwise.

We are now in the position to bound the total return on all heavy instances x.
For the first term in the left-hand-side of (22) we obtain the bound

A

Ef( ) =

2(1 — 201 - n)

where the sum is over all heavy x. The treatment of the second term in the
left-hand-side of (22) is more subtle. Let M denote the set of heavy instances x
where f(x) = #(x)/4. D(M) is therefore bounded as follows:

Stx)=2D1x) =8 f(x) =87 < 16e.

XEM XEM XEM
From (20), we conclude that:
1
—— Ya)=—— D) i) =
1=m.c ~ M .eu 8(1—m)
A straightforward computation shows that

7 A A

+ =€ .
21-m) 8(1—-mn) 8

As the probability of all light points is at most A/8, the expected error of
SQ-RULE is at most €. This completes the proof of Theorem 4.4. [

The upper bound of Theorem 4.4 has a matching lower bound (up to
logarithmic factors). The proof, which is a somewhat involved modification of the
proof of Theorem 3.9, is only sketched.

THEOREM 4.5.  For every target class € with VC dimension d = 3, for every 0 <
€ = 1/38,0 < 6 = 1/74, and for every 0 < A = o(e), the sample size needed by any
strategy (even using randomized hypotheses) for learning € with accuracy e
confidence 8, and tolerating malicious noise rate 1 = 2¢/(1 + 2€) — A, is Q(de/A?).
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TABLE I. SURVEY ON SAMPLE SIZE RESULTS OF LEARNING IN THE PRESENCE OF NOISE, IGNORING
LOGARITHMIC TERMS

Noise model classification malicious with malicious with
deterministic hyp. randomized hyp.
Theoretical limit
on noise rate 1o :=1/2 1o := /(1 +¢€) 7o = 2e/(1 + 2¢)
Type of bound upper | lower upper lower upper lower
n=m-A | d | d |d e |d | d& | &
A—=0 eA? eA? | e A2 | ¢ A2 Al A2
—c d d d d _ _
n=cno € € € €
7/6 d d
ge e | _ | | | 4] 4
14 (7/8)¢ £ €
Min. Dis. d g ii. g _ _
n=c-no £ £ £ €
Min. Dis. d d de de
n=meb || = | T | ~
A0

NOTE: Empty entries are unknown or are combinations that make no sense. The lower part
contains the results for the minimum disagreement strategy. For the sake of comparison, we also add
the corresponding results for classification noise.

PrROOF. One uses d shattered points with a suitable distribution D and shows
that, with constant probability, there exists a constant fraction of these points
which occur with a frequency much lower than expected. The measure according
to D of these points is 2¢, but the adversary can balance the occurrences of both
labels on these points while using noise rate less than m,,,q. Hence, even a
randomized hypothesis cannot achieve an error smaller than e. [

REMARK 4.6.  Algorithm SQ-RULE can be modified to learn the class %, of
unions of at most k intervals. Similarly to Corollary 3.15, one first computes a
suitable partition of the domain into bins and applies the algorithm for the powerset
afterwards as a subroutine.

5. Summary

Table I shows the known results on learning in the malicious and classification
noise models. The latter is a noise model where independently for every example
the label is inverted with probability n < 1/2.°

There are still a few problems open. One is the question whether the strong
adversary in the lower bound proofs of Theorems 3.9 and 4.5 can be replaced by
the weaker KL-adversary. Also it would be interesting to see whether the
constant 7/6 in Theorem 4.2 can improved to arbitrary constants 0 = ¢ < 2. It
seem that both questions are not easy to answer.

3 See, for example, Laird [1988] for a survey on this noise model and for the upper bound on the
sample size in the case of finite concept classes. See Simon [1996a] for the lower bound on the sample
size, and Simon [1996b] for a generalization of Laird’s upper bound to arbitrary concept classes.
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Appendix A. Some Statistical and Combinatorial Relations

Let S, , and §;, ,. be the sums of successes in a sequence of m Bernouilli trials
each succeeding with probability respectively at least p and at most p’.

LEMMA A.l. Forall0 < X <1,

PrS,,=(1— Nmp} = exp( —\? mzp) (23)
Pr{S,.,=m(p — N} = exp(—2A*m), (24)
Pr{S, , =0+ Nmp'} = exp( —\? m;)) (25)

Let € be a target class of VC dimension d over some domain X. Let D be a
distribution over X. Let S be an unlabeled sample of size m drawn from X under
D. For C € ¢ let Dg (C) = |[{x € S: x € C}|/m, the empirical probability of
C.

LEMMA A.2. [VAPNIK 1982; BLUMER ET AL. 1989]. Forevery 0 <e€, y =1 and
every 0 < & < 1, the probability that there exists a C € € such that D(C) > € and
D4(C) = (1 — y)D(C) is at most 8(2m)“exp(—y*em/4), which in turn is at most 8

if
8 8\ 16d 16
m=zmaxi —In|—|, —In|—].
ve \8) vl v2e

LEMMA A.3. [SAUER 1972; SHELAH 1972]. Let € be a target class over X of
VC dimension d. For all (x4, ..., x,,) € X"

d
{(C(xy), ...y Clx,): CEGY = z(’?) .

i=0

PrOOF OF FACT 3.2.  We prove inequality (1), the proof of (2) is similar. We
proceed by establishing a series of inequalities. We shall also use Stirling’s
formula

NN N\
\27N| | <Nt< \2aN| | exp| | (26)
e e 12N

Using (26) one can lower bound the binomial coefficient (%p) as follows
(assuming that N is a multiple of 1/p, which will be justified later in the proof)
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N) N!
Np)  (Np)!(Ng)!
N N
e
> N, N
—[Np\™” 1 Ng\™ 1
\2mNp| —| exp| | \27Ng| — xp| ———
12Np 12Ngq
1 1 1 1
= exp| — .
\/E V/Npq prgN 12Npq
This leads to
1 N\ 1
INpg > ———— exp | — 27
VLT Rap gva\Np ) TP\ 12Npg) D

Bahadur [1960] proved the following lower bound on the tail of the binomial
distribution, where 0 = k = N,

gk +1) ( Npq )_1

Pr{Sy, =k} = N prgvh) . N .
" k k+1—-p(N+1) (k — Np)*

(28)
In order to be able to apply (27), we first remove the “floors” in (1). To this end,
we replace p by p’ = p — y (and ¢ by ¢’ = g + v) such that (NpO= Np'.

Then Np' is integer and p’ > p — (1/N). We shall also need the following
observation.

rg=p' +v@ —v=p'q +vy@q@ —-p)—v=p'q +vq —p — v

1
=Pty mp)<plat Fy=pla (29)
Then (29) and N = 37/(pq) imply that
Np'q' > Npg — 1 = 36. (30)

Hence, (1) can be lower bounded as follows

Pr{Sy, = INpO+ [3Npq — 100
= Pr{Sy, = Np' + 0yNpq — 10

1
- Pr{sw =Np' + D\/N(p’q’ +N) - 1[}

= Pr{Sy, = Np' + LyNp'q'0}. (31
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In order to bound (31) we apply inequality (28) with k = Np’ + IV Np'q'Oand
p and g being replaced by p’ and ¢q’, respectively. The three factors in the
right-hand side of (28), denoted by F,, F, and F5, are separately bounded as
follows:

N S S
F, = 'Np'+0Np'q'0, 1 N—Np'—0/Np'q'O 32
( N D) 'Np’ 'Nq’( ’)D\/Np’qﬂ (33)
= ’ | o p q T,
Np' + UJNp'q q

q'(Np' + OyNp'q' 0+ 1)

t Np’ + yNp'q'0+1 - Np' —p’

- \

TS (34
D\szqD+q

> ! N ! 35
N s — (& E—
Lmp g \Np' | P\ T1aNp g (33)

(The inequality (35) follows from (27).)

Np'q’ )1
(Np' + O|Np’q'0- Np')?

-1
Np'q’
=1+ =
Np'q' 3

F3=(1+

Np'q'#
- ‘/ ’ !’ ! ’
OJNp'q'C + Np'q

(\Np'q' — 1)?

/ ! ! ! !
(yNp'q" + 1)*+ Np'q

Np'q' —2\Np'q' +1
2Np'q’ — 2\/Np’q’ +1

> Np/q/_ZVNp/q/
2Np'q’ — 2\/Np’q’

1 | WNp'q' )

a r ! ‘/ ' !
2( Np'q" — \Np'q

1 1
et
2( \NP'Q'_l)

(36)
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The following calculation shows how the product of (33) and (35) can be lower
bounded. For notational convenience, let T = (exp(1/(12Np'q’')) V2m) ! and
let K = OVNp'q'O

N 1 N\ K
Np,+K(p/q)

h N o
\ZW(NP,)exp(l/ﬂZNp q'))

K
' N!(Np")!/(N — Np")!

q'| NUNp' + K)!(N — Np’ — K)!

Fl'F2>

S|

K
p'| (N¢' —K+ 1) --(Nq")

q'"| (Np"+ 1) --(Np +K)

K
K .
! Ng' — K+ i
i D (37)
q' Np' +1i

i=1

ol sl ®

(39)

=T exp(—q') (40)

1

= —q’ 41
\/ﬂ exp(1/(12Np’q’)) Xp(=4) “1)
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1
= 2 exp(1/(12-36)

In (41) and (42), we used that Np'q' > 36, by (30). For the step from (37) to
(38), we assume that Nq¢' — k = Np'. If N¢' — k < Np’, the steps from (38) in
the above calculation are replaced by the following:

exp(—1) = 0.14642. .. (42)

Ng' — K +1i
TP ( Ng — R+t 43)

Np' +i

N _ K
Z’) ( in' ) ()

(45)

v

- 46
27 exp(1/(12Np'q")) 11 exp(=p) (46)

1 10
—e
V27 exp(1/(12-36)) 11

v

xp(—1) = 0.133112. ..
(47)

The step from (45) to (46) follows from an elementary analysis of the function
(1 = a/b)? — 10/11exp(—a). Using (47) (which is less than the bound in (42))
and (36), we can lower bound the product FF,F as follows:

1 1
Fi-F,-F;>0.133112- =+ |1 — —F——~——
bl 2 ( LyNp'q'O— 1)

= 0.066556 - (48)

[ s

1
> 0.05324 - > —. (49)
19
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For the step from (48) to (49), we again used inequality (30). [
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